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To All,

° Apprdved Inspectors
e Approved Pharmacy Institutions

Sub: Important guidelines for PCI inspecfor‘s'/ institutions regarding inspection for
considering approval for 2025-2026 academic session. -

Ref:  Council’s circular No.14-56/2023-PCI (Approval Process for 2024-25)/1 460 datéd
' 21.06.2024. ’

Sir/Madam,

This is in continuation to the Council’s circular No.14-56/2023-PCI (Approval Process for
2024-25)/1460 dated 21.06.2024 regarding “Do's & Don'ts for the Inspectors towards the usage
of Mobile Application for the inspection process during the academic session 2024-2025%, a
copy of which is enclosed as Appendix-1.

In this connection, I am directed to inform that the inspectors assigned with the inspection of
[nstitutions for the academic session 2025-26 must refer to the mentioned circular above for
the strict compliance.

In addition to above, all inspectors are hereby directed to follow the below points during
inspection —

a) Compliance of Gazette Notification dt.24.11.2024 for. Adhar authentication - Inspectors
must verify that the AEBAS device is installed in accordance with the Gazette notification
and guidelines issued by PCIL. Any institution found non-compliant will have its approval
for the Academic Session 2025-2026 put on hold.

b) Inspectors must confirm that faculty members who have given consent to the institution
will be considered as faculty to consent institution only.

¢) Inspectors must verify the salary details of each faculty member in the SIF submitted by
the institutions. If any non-compliance with PCI guidelines is found, such faculty should
not be included in the overall faculty count. For example, if faculty data uploaded with
zero salary and w1thout salary record should not be considered as faculty durm0 the
inspection.

d) Inspectors must ensure that only faculty members with a QR Code-based smart card are
considered valid faculty during the Inspection.

e) Inspectors must clearly mentioned specific comments / deficiencies regarding
infrastructure (classrooms, laboratories, common facilities, etc.), teaching and non-
teaching staff, lab equipment, library rescurces, AEBAS devices, and other relevant areas
in the remarks/declaration section of the Mobile Application during the inspection.



to

f) Inspectors must thoroughly review all relevant guidelines and Regulations of the Council
to ensure strict compliance during the inspection process.

g) Inspectors must cross verify the data of admitted students as declared in the SIF with the
number of students on portal as well as in the records. The list of students be attached in
the Mobile application during the inspection.

In view of above, inspectors are requested to give due diligence during inspection and if any
information and facts given by the inspector or institution is found false and frivolous then the
inspection will be considered as null and void. The inspection cost will be recovered from
institution and inspectors. The PCI will also initiate legal action against the inspector and will
be debarred from future inspection.

This is for your kind considerations and strict compliance.

Yours Faithfully

T V= | \Eay
(ANIL MITTAL) -
Registrar-Cum-Secretary
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Ref. No.14-56/2023-PCI (Approval Process for 2024-25 a. s) }),éo Date: 21.06.2024
To.All the Inspectors,

Sub: Do’s & Don’ts for the Inspectors towards the usage of Mobile Application for the Inspection
process during the academic session 2024-2025.

Sir/Madam,

1. This has a reference to the subject cited above. Do’s and Don’ts for the inspection process using Mobile

Application are as below:
Do's:

/ Ensure Data Security: Inspectors must safeguard sensitive data collected during inspections and should
not disclose/share any confidential information outside the authority of PCL

/ Checklists: Inspectors must complete all the inspection modules in the applications befor.e. the completion
of inspection. Inspectors will be able to submit the inspection report only when all modules are
automatically visible in green.

Mobile Application: Inspectors must download the mobile inspection application only as provided in the
Google play store via the link mentioned below. The name of the application published over the Google
Play Store is “PCI Inspection V2”

o (httos://pla\',gooalc.com/storc/aDps/dctails'?id=|)ci Inspection.ionic.starter)

" Device Specifications: Inspectors are requested to download the Mobile application on compatible
handsets having minimum 8 GB of RAM and 128 GB (higher 1s always preferable) as internal storage with
Android 12 or above as operation platform.

" Storage Availability: Inspectors are requested to ensure that their device has enough empty storage to

conduct the inspections and click maximum number of pictures during inspection. -

7 Updates: Inspectors are requested to keep the mobile application updated with the latest regulatory

guidelines and institution-specific protocols to maintain compliance and smooth operations during the

inspection process. Inspectors are requested to check whether the mobile application is updated or not in the

Google Play Store before starting the inspection of any institutions.



Username and Password: Inspectors must ensure that they enter updated Username and Password over the
applications.

o Note: While entering Username in the application, BH-P- is already entered as default, and thus type

~ the username carefully with the numeric digits only.

Internet Connectivity: All inspectors need to ensure that mobile handset should be 4G/5G compatible with
high-speed internet connection. However, it 1s always advisable to use Institutions high speed Wi-Fi
connections during Inspection process.
Real-time Data Entry: Inspectors are requested to input inspection findings directly into the mobile
application in real-time to minimize errors and delays in reporting. Also, inspectors are encouraged to allow
the application to access location while doing the inspections to update geo-tag on the pictures being

captured during the process of Inspection.

/ Documentation: Ensure comprehensive documentation of inspection reports, including photographs or

other supporting evidence, to provide a clear record of findings in the applications. Inspectors must ensure
that the photographs are uploaded in the right sections of the application. In addition, Inspectors must
capture clear and relevant photos for infrastructure documentation.

Scanning QR: Inspectors are requested to ensure that QR codes are scanned accurately for proper
verification and must confirm that all QR Codes are different to each other during the verification.
Feedback Mechanism: Inspectors are requested to share their concerns or issues during the inspection
mandatorily via email as mentioned in the guidelines released by PCL In case of urgency, Inspectors may
call the concerned helpline number published by the PCL.

Inspection report submission: Inspectors are requested to submit the inspection report only after the
completion of all modules within the application.

TA/DA Claim: Inspectors must submit their bills and invoices on the mobile application only for the claim
related to TA/DA from PCI.

Don'ts:

: Compromise on Security: Avoid compromising the security of sensitive information by using unsecured

networks or sharing devices for conducting inspections.
Use of wrong applications: Inspectors are requested to uninstall all previous versions or applications
released by PCI and download the updated Application from the link shared via PCl1ie.

(hitps://play.google. com/store/apps/details?id=pci_Inspection.ionic.starter).

The name of application will be published as “PC1 Inspection v2©

y N 9 » .3 ¥ 7 . 7 j 7 2 o ey
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Ignore Regulatory Changes and updates: Avoid ignoring updates to regulatory requ
mobile application on Google Play Store. Always check the version and release date be
the app to ensure it's the latest version.

Delay Reporting: Don't delay reporting inspection findings and this must be done with:
inspection; input data into the mobile application promptly to facilitate timely corrective a
Skimp on Documentation/Essential Step: Avoid skimping on documentation; en
information and evidence are adequately captured within the mobile application for th
Inspectors are requested to follow the designated inspection procedures outlined in the apj
not skip any essential steps.

Credentials: Inspectors are requested Keep your login credentials confidential and avoid
other inspectors or third party.

Assume Perfect Connectivity: Don't assume perfect internet connectivity; ensure the r
has enough strength of the internet connectivity and its tested properly with the different
like Wi-Fi connectivity of the university, alternate internet sources ete. before initiating the
Device Specifications: Inspectors are requested to ensure that their devices are up-to
mentioned in the circular published by PCL

Storage Availability: Avoid using the device having low internal storage availability 1.e.
having less available storage in the mobile i.e. having 2 GB free storage out of 256 GB.

Both situations need to be avoided during the inspection and inspectors should ensure eno



Device Privacy: Inspectors must not leave their device unattended in public places during the process of
inspection.

Device Power and Battery: Inspectors must not ignore the battery charging percentage as inspection
process may be time taking. Thus, Inspectors are requested to keep the battery fully charged and have
backup for the charging to avoid any data loss due to lack of power in the device.

Inspection Data Handling: Inspectors must not mix up their personal and official inspection data on their
mobile phone.

Inspection completion: Inspectors are requested not to rush through the inspection to complete the same
quickly via submitting incomplete or incorrect data.

Inspection report submission: Inspectors are requested not to submit the inspection report without
completing all the modules as the application won’t allow you to submit the same.

Multitasking: Inspectors are requested to avoid multitasking while using the inspection application. Also,
ensure that the other applications are closed and not running in the background to ensure smooth

performance of the application.

Following these guidelines will help ensure that inspectors are using the latest, most secure, and feature-rich
version of the Inspection Mobile Application thereby enhancing your inspection process and maintaining

compliance with PCI standards.

This is for your kind information and necessary action.

Yours faithfully

oy Ey
\k =g

(Pratima Tiwari)

Deputy Secretary



